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LIVE HACKING ZONE
Three-day professional event - a  set of security panel discussions, workshops and 
a Live Hacking Show as the official professional accompanying programme of the in-
ternational project FUTURE FORCES FORUM (FFF), enabling meeting experts and represen-
tatives of the public sector, security and armed forces to discuss key issues in the field of 
current and future threats and trends in information technology, cybersecurity and defence.

The event will be complemented by a Live Hacking Show in the so-called Live Hacking Zone. 
The Hacking Zone will also provide an opportunity for each participant to test selected part-
ner technologies in real hacking tests and to solve selected hacker tasks within the contest. 
The objective of this professional event is to identify challenges for the national, private and 
academic sectors in the areas of security and mutual cooperation and also to introduce busi-
ness opportunities within cyber security and critical infrastructure protection.

MAIN EVENT TOPICS 
 � Current cyber threats and trends
 � Forensic analysis
 � Data theft and protection
 � New generation IDS / IPS
 � Advanced cyber threats
 � Ransomware
 � Access control and authorization

TARGET
 � Offer a highly professional event with current security topics
 � Facilitate the meeting of people interested in cyber security
 � Identify challenges for the academic, government and private 

sector in the field of security and mutual cooperation
 � Communicate business opportunities in cyber security and 

critical information infrastructure protection
 � Include the event as an ENISA event of the European Cyber Security Month (ECSM)

EXPECTED AUDITORIUM
 � Experts in the field of information and cyber security
 � Representatives of the state administration and institutions 

managing important information systems
 � Representatives of CIIP organizations
 � Representatives of private sector using cloud services and operating 

their own proprietary information systems, in particular banks, 
telecommunication companies, large industrial enterprises, etc.

 � Experts from organizations for which data protection and information 
systems are the important part of their business

 � Representatives of academia

ACCOMPANYING PROGRAMME
 � Educational lectures - awarness
 � Competitions (CTFs)
 � Quizzes
 � Hardware challenges
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Chairman
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Czech Republic
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Germany 

Honorary Chairman

Mr. Vladimír DZURILLA
Government Commissioner for ICT,  
Czech Republic
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Prof. Boris ŠIMÁK
Czech Technical University in Prague,  
Czech Republic

Honorary Chairman

BG František RIDZÁK
Director of the Communication and 
Information Systems Section, Czech 
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Honorary Chairman

PROGRAMME COMMITTEE

Members
COL (Ret.) Miroslav BRVNIŠŤAN – President, AFCEA Slovakia
Mr. Jaroslav BURČÍK – Czech Technical University in Prague / FEL, Czech Republic
Mr. Jan DIENSTBIER – Vice President, ČIMIB, Czech Republic
COL Petr HRŮZA – Member of AFCEA Cyber Security Working Group, University of Defence, Czech Republic
COL (Ret.) Ladislav KOLLÁRIK – Vice-president, AFCEA Slovakia
Mr. Tomáš MÜLLER – President, Czech chapter of AFCEA, Czech Republic
Mr. Jaroslav PEJČOCH – member, ICT Union, Czech Republic
Mr. Tomáš PŘIBYL – Member of the Cyber Security Working Group, AFCEA, Czech Republic
Mr. Vladimír ROHEL – Security Director, National Communications and Information Technology Agency, Czech Republic
Mr. Jaroslav ŠMÍD – Deputy Director, Information Security Division, National Cyber and Information Security Office of the Czech Republic
Representative J6/CZ
Representative VEKYSIO
Representative AI working group
Representative ENISA

CONTACT
Contact for Participants 
Mr. DANIEL KOČÍ
Email: dan@future-forces-forum.org
Tel.: +420 778 540 862
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